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1
Decision/action requested

To modify the terminology "IAB-node acting as a MT". 
2
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3
Rationale

3GPP TR 33.824 [1] uses the terminology "IAB-node acting as a MT". This terminology is misleading and does not corresponds to the terminology used in 3GPP TR 33.874 [2]. 

As defined in 3GPP TR 33.824, an IAB-node holds a MT part. The IAB-node behaves as normal UE for the authentication procedure with the operator’s network. E.g. clause 9.3 of TR 38.874 [2]:

"1.
The IAB-node authenticates with the operator's network and establishes IP connectivity to reach OAM functionality for OAM configuration:"
Consequently, we propose to fix the terminology in 3GPP TR 33.824 [1]. 

4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.824 [1].

*** START of 1st CHANGE ***

4
Security aspects in the 5G System to enable support of NR Integrated Access and Backhaul

Editor’s Note: This clause contains a high-level overview of the NR IAB features, the security aspects and the potential impacts on the current Rel-15 security mechanisms.
Editor’s Note: Terminology needs to be aligned. 
